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[bookmark: _h1km768kolg7]Apply to become Cyber Security Personality of the Year 2022
Simply complete the form below to submit your application.
[bookmark: _7c9czbbk9l36]Applicant information
Full name*
	


Job title*
	


Phone number*
	


Email address*
	


[bookmark: _wbyhpw5arzpp]Employer information
Organization name*
	



Organization type
· Public 
· Private 
· Government
· Education
· Non-profit
· Other
Sector*
	



· Automotive and assembly
· Construction
· Consumer packaged goods
· Education
· Energy and resources
· Financial services
· Healthcare systems and services
· High tech
· Media and entertainment
· Professional services
· Retail
· Telecommunications
· Transport and logistics
· Travel and tourism
· Other
[bookmark: _pz6agep829ob]Outline your contributions in one of the following areas
[bookmark: _6vouisyf3kh6]We recommend being concise and to the point and to limit your input per field to maximum one A4 or about 5,000 characters.
1. Contribution to cyber resilience of the Belgian economy  
Describe any technological or procedural contributions you have made to increase cyber resilience in the Belgian economy.
	


Describe your initiative(s) or project(s) that have sustainably improved cyber security for individuals, businesses or public administrations.
	


Describe the impact of your activities. Where possible, please detail and quantify their outcomes. Compare the actual outcomes to the objectives established at the start of the initiative.
	


[bookmark: _yxzkjlllffvh]2. Contribution to awareness of the public
In general, what is your strategic vision in terms of raising the public’s awareness of cyber security?
	


Describe any initiatives or strategic involvements on you part that have either helped raise awareness among the public or helped promote best practices to specific audiences or to the public.
	


Describe the impact of your activities. Where possible, please detail and quantify their outcomes. Compare the actual outcomes to the objectives established at the start of the initiative.
	


[bookmark: _kslso2u8z7t]3. Contribution to the skills and diversity gap
In general, what is your strategic vision in terms of how to sustainably close the skills and/or diversity gap?
	


Describe any initiatives or strategic involvements on your part that have helped reduce the skills and/or diversity gap.
	


Describe the impact of your activities. Where possible, please detail and quantify their outcomes. Compare the actual outcomes to the objectives established at the start of the initiative.
	


[bookmark: _1i8qbx4162wr]4. Contribution to academia and research
In general, what is your strategic vision in terms of raising the state-of-the art in the cyber security field?
	



Describe any initiatives or strategic involvements on your part in industrial valorization activities (i.e., technology transfer, R&D, patents, etc.) and/or in scientific valorization activities (i.e., papers, conferences, workshops, etc.).
	



Describe any initiatives or strategic involvements on your part in executive and academic education activities. 
	



Describe the impact of your activities. Where possible, please detail and quantify their outcomes. Compare the actual outcomes to the objectives established at the start of the initiative.
	


5. Achievements in current professional role
Describe any initiatives or projects that you have undertaken during the past 24 months to increase your organization’s cyber resilience.
	


Describe the impact or contribution of your initiatives in improving cyber security for your organization. Where possible, please detail and quantify their outcomes. Compare the actual outcomes to the objectives established at the start of the initiative.
	


Describe how you have used innovation, creativity, and emerging technologies to improve the cyber resilience of your organization.
	


[bookmark: _yr6zhtmmphlx]Describe your contribution to raising information security awareness among C-level executives and board members.
	


Describe your contribution to raising information security awareness among employees.
	



Would you like to add anything?
Please, include any additional information that might enhance your application or improve the jury’s understanding of your application.
	



By submitting this form, you consent to the Cyber Security Coalition using your data to handle your request as outlined in our privacy policy.
By submitting your application, you agree to the terms and conditions.
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