# Apply to become Chief Information Security Officer (CISO) of the Year 2024

Simply complete the form below to submit your application.

## Applicant information

Full name\*

|  |
| --- |
|  |

Job title\*

|  |
| --- |
|  |

Phone number\*

|  |
| --- |
|  |

Email address\*

|  |
| --- |
|  |

## Employer information

Organization name\*

|  |
| --- |
|  |

Organization type

* Public
* Private
* Government
* Education
* Non-profit
* Other

Sector\*

|  |
| --- |
|  |

* Automotive and assembly
* Construction
* Consumer packaged goods
* Education
* Energy and resources
* Financial services
* Healthcare systems and services
* High tech
* Media and entertainment
* Professional services
* Retail
* Telecommunications
* Transport and logistics
* Travel and tourism
* Other

## Outline your contributions across the following areas

We recommend being concise and to the point and to limit your input per field to maximum one A4 or about 5,000 characters.

### 1. Contribution to the organization’s information security performance

In general, what is your strategic vision in terms of improving your organization’s information security performance?

|  |
| --- |
|  |

Describe the governance programmes, which you use to measure the success of your organization’s information security strategy.

|  |
| --- |
|  |

Describe which strategic use you make of innovation, creativity and emerging technologies to enhance your organization’s information security.

|  |
| --- |
|  |

### 2. Accomplishment in the current professional role

Describe any initiatives or projects that you have undertaken in information security transformation during the past 24 months.

|  |
| --- |
|  |

Describe the impact or effect of this (these) initiative(s) and/or project(s) in improving cyber security posture of your organization. Where possible, please detail and quantify their outcomes.

Compare the actual outcomes to the objectives established at the start of the initiative.

|  |
| --- |
|  |

Describe the impact on the performance of your department highlighting the specific leadership qualities that generated the benefits noted.

|  |
| --- |
|  |

### 3. Partnership with different stakeholders

What are your other operational or functional responsibilities beyond information security? In which ways have you in your CISO role influenced wider business operations?

|  |
| --- |
|  |

Describe how you have led change in your organization including the cyber security impacts of any partnership approaches adopted with different stakeholders.

|  |
| --- |
|  |

Describe your initiatives to raise awareness of information security risks among C-level executives and the board.

|  |
| --- |
|  |

### 4. Contribution to foster a security culture

What is your approach to improve the skills and capabilities of your team? How have you as a CISO driven cyber security performance?

|  |
| --- |
|  |

Describe any programmes which you have implemented to train staff and improve processes and systems.

|  |
| --- |
|  |

Describe your achievements to help raise awareness for cyber risks among employees and create a security culture in your organization.

|  |
| --- |
|  |

## Would you like to add anything?

Please, include any additional information that might enhance your application or improve the jury’s understanding of your application.

|  |
| --- |
|  |

By submitting this form, you consent to the Cyber Security Coalition using your data to handle your request as outlined in our [privacy policy](https://award.cybersecuritycoalition.be/privacy).

By submitting your application, you agree to the [terms and conditions](https://award.cybersecuritycoalition.be/terms)