# Stel je kandidaat voor de prijs “Chief (Information) Security Officer (C(I)SO) of the Year 2025”

Vul gewoon het onderstaande formulier in om je kandidatuur in te dienen.

## Gegevens van de kandidaat

Volledige naam\*

|  |
| --- |
|  |

Functietitel\*

|  |
| --- |
|  |

Telefoonnummer\*

|  |
| --- |
|  |

Email adres\*

|  |
| --- |
|  |

Korte biografie\*

Als je wordt geselecteerd voor de shortlist, word je voorgesteld op de Awards-website. Gelieve daarom een **hoge-resolutie portretfoto zonder auteursrechten** mee te sturen met je inzending.

|  |
| --- |
|  |

## Informatie over werkgever

Naam van de organisatie\*

|  |
| --- |
|  |

Type organisatie

* Publiek
* Privaat
* Overheid
* Onderwijs
* Zonder winstoogmerk
* Ander

Sector\*

|  |
| --- |
|  |

* Automobielindustrie en assemblage
* Bouw
* Verpakte consumptiegoederen
* Onderwijs
* Energie en hulpbronnen
* Financiële diensten
* Gezondheidszorgsystemen en -diensten
* Technologie
* Media en amusement
* Professionele diensten
* Detailhandel
* Telecommunicatie
* Transport en logistiek
* Reizen en toerisme
* Andere

### Schets je bijdragen in elk van de volgende domeinen

We raden aan om je antwoorden **bondig en to the point** te houden, met een **maximum van één A4-pagina of ongeveer 2.500 tekens per veld**.

Gelieve gedetailleerde input te geven in elk van de vier onderstaande domeinen. Elk domein bevat richtvragen om je antwoorden te structureren en inspireren. Besteed bijzondere aandacht aan **jouw specifieke rol, concrete resultaten en de impact ervan** — en hoe die het verschil hebben gemaakt.

### 1. Bijdrage aan de informatiebeveiligingsprestaties van de organisatie

**Wat is jouw strategische visie op het verbeteren van de informatiebeveiligings-prestaties binnen jouw organisatie, en hoe heb je die visie in de praktijk gebracht?**

Beschrijf hoe je gebruik maakt van governanceprogramma’s om het succes van de informatiebeveiligingsstrategie van je organisatie te meten. Licht toe op welke manier je strategisch inzet op innovatie, creativiteit en opkomende technologieën om de informatiebeveiliging binnen je organisatie te versterken.

|  |
| --- |
|  |

### 2. Prestatie in de huidige professionele rol

**Beschrijf initiatieven of projecten die je in de afgelopen 24 maanden hebt ondernomen op het gebied van informatiebeveiligingstransformatie.**

Licht toe welke impact deze initiatieven of projecten hebben gehad op het verbeteren van de cyberweerbaarheid van jouw organisatie. Geef, waar mogelijk, concrete details en meetbare resultaten. Benadruk ook de leiderschapskwaliteiten die hebben bijgedragen aan het realiseren van deze resultaten.

|  |
| --- |
|  |

### 

### 3. Partnerschap met verschillende belanghebbenden

**Beschrijf je operationele en functionele verantwoordelijkheden buiten informatiebeveiliging en hoe je in je rol als C(I)SO invloed hebt uitgeoefend op bredere bedrijfsvoering**.

Leg uit hoe je veranderingen hebt geleid en impact hebt gecreëerd binnen je organisatie, inclusief de cyberbeveiligingsresultaten van eventuele samenwerkingsverbanden met verschillende belanghebbenden. Beschrijf jouw initiatieven om het bewustzijn van informatiebeveiligingsrisico’s te vergroten onder C-level executives en de raad van bestuur.

|  |
| --- |
|  |

### 4. Bijdrage ter bevordering van een veiligheidscultuur

**Wat is jouw aanpak om een veiligheidscultuur binnen je organisatie te bevorderen?**

Beschrijf de programma's, initiatieven en resultaten die je hebt geïmplementeerd om een cultuur van beveiliging te versterken. Hoe heb je gewerkt aan het verbeteren van de vaardigheden en capaciteiten van zowel je team als de organisatie als geheel? In jouw rol als C(I)SO, hoe heb je bijgedragen aan het verbeteren van de cyberbeveiligingsprestaties?

|  |
| --- |
|  |

## Referenties

Indien relevant, geef een overzicht van jouw bijdragen aan conferenties, presentaties, artikelen of publicaties. Vermeld de titels, data en een korte beschrijving van de inhoud en de impact ervan.

*Opmerking: We vragen geen contactgegevens van referentiepersonen.*

|  |
| --- |
|  |

## Will je nog iets toevoegen?

Voeg a.u.b. alle aanvullende informatie toe die jouw kandidatuur kan versterken of het inzicht van de jury in jouw kandidatuur kan vergroten.

|  |
| --- |
|  |

Door dit formulier in te dienen verklaar je je akkoord dat de Cyber Security Coalitie je gegevens gebruikt om jouw kandidatuur te behandelen zoals uiteengezet in ons [privacybeleid](https://award.cybersecuritycoalition.be/privacy/).

Door het indienen van jouw kandidatuur, ga je akkoord met de [voorwaarden](https://award.cybersecuritycoalition.be/terms/).